**Security White Paper Consultation 31.10.2017**

In general, most comments are on who is doing what? Which subject in which WP or which topic should be in which of the six main themes, because there is some overlap.

Claudio pointed out that the process of writing the WP and the consultation on the WP should be clearer to the community. It should also be clearer who is responsible for subjects that are overlapping two different WPs (e.g. security Cloud services).

1. *Incident response, business continuity and crisis management.*

Lino: Focus on operational procedures/tools. Baseline for procedures/tools. Common language between CSIRTs.

Sigita: Collaboration is a separate topic in the WP.

1. *Security baselining for products, services and organizations*

No comments

1. *Management of Risks*

Is there an operational aspect in this main topic? How does this relate to TF-CSIRT?

1. *Training and awareness*

Albert: Some way of measuring the success of tools, programs and training. Also for the constituency, which are useful to them?

E.g. fake phishing tool.

1. *Legal compliance*

Claudio: Sharing experiences/information.

Jacob: GDPR transposition. Interacting with local agencies / CSIRTs.

Portugal: Use a stick-model? Easier to implement for NRENs then for CIRTs.

1. *(Managed) Security products and services*

No comments

*AOB*

Rogier: Open Source Intelligence. Adding extra scanning/using extra tools.

Treat intelligence.

*Potential WP reviewers:*

Claudio (or someone at GARR), Tomas, Jacob, Rogier, Lino, Ossi