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AARC2 - e-Researcher-centric policies (NA3.3)

• Inventory of high-assurance identity requirements from the AARC2 
use cases
• Milestone Document AARC2-MNA3.5 (submitted Jan 2018) referencing wiki 

page with requirements identified from use-cases. Further requirements may 
be added if identified during the project.

• Acceptable Use Policy alignment study
• Work in progress

• https://wiki.geant.org/pages/viewpage.action?pageId=86736956

https://wiki.geant.org/download/attachments/86736956/AARC2 MNA3.5-Inventory-of-high-assurance-identity-requirements.pdf?version=1&modificationDate=1517402319228&api=v2
https://wiki.geant.org/display/AARC/AARC2+MNA3.5+-+Inventory+of+high-assurance+identity+requirements+from+the+AARC2+use+cases
https://wiki.geant.org/pages/viewpage.action?pageId=86736956


Acceptable Use Policy alignment study



Acceptable Use Policy alignment study

file:///C:/Users/ydh91233/OneDrive - Science and Technology Facilities Council/Documents/AARC2/aup/aupCompare.xlsx


Acceptable Use Policy alignment study

• High-level clauses:
• Restrictions on use

• Acknowledgement  or citation

• Lawful purposes and controls

• Intellectual property

• Protect credentials

• Contact information

• Incident reporting

• Risk and suitability

• Personal data

• Regulate access

• Liability and reporting

• Respect privacy

• Peaceful and ethical

• Political restrictions

• Return of Data or Derived works

• ……..



Acceptable Use Policy alignment study
Acceptable Use Policies can vary considerably between organisations,

service providers, and infrastructures. An AUP alignment study [AUPSTUDY] is
currently ongoing, and its preliminary results indicate there is one ‘family’ of AUPs
that are roughly similar, but beyond that a wider range of quite disparate AUP
models. Of these disparate AUPs, many are either project specific and name specific
services, or include managerial content (such as sanctions) that are specific to the
Infrastructure or organisation. Organisational AUPs in addition may include
references to personal use that are not appropriate in this case.

The one ‘family’ of AUPs are all derived from a single source, the Joint
Security Policy Group Acceptable Use Policy (2006), whose signature has been
preserved over time. This common heritage is evident …………

David Groep et al. - Preliminary Policy Recommendations for the LS AAI 
(application to R&S and CoCo)

https://aarc-project.eu/guidelines/aarc-g040/

https://aarc-project.eu/guidelines/aarc-g040/

